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BORDER SECURITY 
Progress and Challenges in DHS’s Efforts to 
Implement and Assess Infrastructure and Technology 

Why GAO Did This Study 
DHS has employed a variety of 
technology, infrastructure, and other 
assets to help secure the border. For 
example, in January 2011, CBP 
developed the Arizona Border 
Surveillance Technology Plan, which 
includes seven acquisition programs 
related to fixed and mobile surveillance 
systems, agent-portable devices, and 
ground sensors. CBP has also 
deployed tactical infrastructure—
fencing, roads, and lights—and tactical 
communications (radio systems) and 
uses air and marine assets to secure 
the border. In recent years, GAO has 
reported on a variety of DHS border 
security programs and operations. 

This statement addresses some of the 
key issues and recommendations GAO 
has made in the following areas: (1) 
DHS’s efforts to implement the Arizona 
Border Surveillance Technology Plan 
and deploy tactical infrastructure, (2) 
CBP’s and ICE’s efforts to modernize 
radio systems, and (3) OAM mix and 
placement of assets. This statement is 
based on prior products GAO issued 
from September 2009 through April 
2015, along with selected updates 
conducted in April and May 2015 to 
obtain information from DHS on 
actions it has taken to address prior 
GAO recommendations. 

What GAO Recommends 

In its prior work, GAO made 
recommendations to DHS to 
strengthen its management of plans 
and programs, tactical 
communications, and mix and 
placement of OAM assets. DHS 
generally agreed and plans to address 
the recommendations. Consequently, 
GAO is not making any new 
recommendations in this testimony. 

What GAO Found 
GAO reported in March 2014 that U.S. Customs and Border Protection (CBP), 
within the Department of Homeland Security (DHS), had made progress in 
deploying programs under the Arizona Border Surveillance Technology Plan (the 
Plan), but that CBP could strengthen its management and assessment of the 
Plan’s programs. Specifically, GAO reported that CBP’s schedules and life-cycle 
cost estimates for the Plan and its three highest-cost programs met some but not 
all best practices and recommended that CBP ensure that its schedules and 
estimates more fully address best practices, such as validating its cost estimates 
with independent estimates. CBP concurred and is taking steps toward 
addressing GAO’s recommendations, such as planning to update cost estimates 
by the end of calendar year 2015. Further, in March 2014, GAO reported that 
while CBP had identified mission benefits of technologies to be deployed under 
the Plan, such as improved situational awareness, the agency had not developed 
key attributes for performance metrics for all technologies, as GAO 
recommended. In April 2015, GAO reported that CBP had identified a set of 
potential key attributes for performance metrics for deployed technologies and 
CBP officials stated that by the end of fiscal year 2015, baselines for each 
performance measure will be developed and the agency will begin using the data 
to evaluate the contributions of specific technology assets. 

In March 2015, GAO reported that DHS, CBP, and U.S. Immigration and 
Customs Enforcement (ICE) had taken steps to upgrade tactical communications 
equipment and infrastructure, such as completing full modernization projects in 
four of the nine southwest border sectors, but could benefit by developing 
performance and program plans. Since rolling out upgrades—which include 
replacing and updating equipment and expanding infrastructure—CBP had not 
established an ongoing performance monitoring plan to determine whether the 
systems were working as intended. CBP agreed to develop such a plan, as GAO 
recommended, and is working to complete the plan by the end of 2015. Further, 
GAO reported in March 2015 that ICE did not have a program plan to manage its 
portfolio of modernization projects. DHS concurred with GAO’s recommendation 
to develop a plan and stated that ICE will develop a program to facilitate, 
coordinate, and maintain ICE’s radio systems, and document resource needs, 
define program goals, and establish performance measures by January 2016. 

In March 2012, GAO reported that the Office of Air and Marine (OAM) within CBP 
could benefit from reassessing its mix and placement of assets to better address 
mission needs and threats. GAO reported that OAM should clearly document the 
linkage of deployment decisions to mission needs and threat and its analysis and 
assessments used to support its decisions on the mix and placement of assets. 
GAO also reported that OAM could consider how border technology deployment 
will affect customer requirements for OAM assets. GAO recommended that CBP 
reassess the mix and placement of OAM’s assets to include mission 
requirements, among other things. CBP concurred, and after May 2013, OAM 
began a realignment of personnel, aircraft, and vessels from the northern border 
to the southern border based on its evaluation of the utilization and efficiency of 
current assets and available funding to accomplish the transfers. In April 2015, 
OAM officials stated that they are working to provide GAO with the data and 
analysis used to support the realignment of assets. 
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Chairman Johnson, Ranking Member Carper, and Members of the 
Committee: 

I am pleased to be here today to discuss the Department of Homeland 
Security’s (DHS) efforts to acquire and deploy various assets to secure 
U.S. borders. In the years since DHS’s inception, increased activity 
across the nation’s borders has led to an increase of agency resources. 
For instance, at the end of fiscal year 2004, the first full year DHS existed 
as an agency, it had about 10,500 agents assigned to patrol the U.S. land 
borders and about 17,600 officers inspecting travelers at air, land, and 
sea ports of entry (POE).1

In addition to this increase in personnel, DHS has employed a variety of 
technology, infrastructure, and other assets to assist with its efforts to 
secure the border. For example, in November 2005, DHS announced the 
launch of the Secure Border Initiative (SBI) program, which was 
responsible for developing a comprehensive border protection system 
using technology, known as the Secure Border Initiative Network 
(SBInet), and tactical infrastructure—fencing, roads, and lighting—along 
the southwest border to deter smugglers and aliens attempting to illegally 
cross the border. In January 2011, in response to internal and external 
assessments that identified concerns regarding the performance, cost, 
and schedule for implementing the systems, the Secretary of Homeland 
Security announced the cancellation of further procurements of SBInet 
systems. After the cancellation of SBInet, CBP developed the Arizona 
Border Surveillance Technology Plan (the Plan), in January 2011, which 
includes a mix of radars, sensors, and cameras to help provide security 
for the remainder of the Arizona border. Moreover, DHS has continued to 
deploy other tactical infrastructure along the southwest border. 

 At the end of fiscal year 2014, approximately 
21,000 agents were assigned to patrol the U.S. land borders and more 
than 22,000 officers were assigned to air, land, and sea POEs. 

DHS is also utilizing surveillance technology, tactical communications 
(TACCOM) systems, and other assets to assist its efforts to more 
effectively and efficiently secure the border. For instance, CBP and U.S. 

                                                                                                                     
1POEs are the facilities that provide for the controlled entry into or departure from the 
United States for persons and materials. Specifically, a POE is any officially designated 
location (seaport, airport, or land border location) where DHS officers or employees are 
assigned to clear passengers and merchandise, collect duties, and enforce customs laws, 
and where a person may apply for admission into the United States. 
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Immigration and Customs Enforcement (ICE) agents and officers 
responsible for securing the southwest border depend on land-mobile 
radio systems (radio systems) for secure, reliable, and timely exchanges 
of critical information to effectively carry out their mission, especially in 
remote areas along the southwest border. Further, CBP components, 
including the Office of Border Patrol (Border Patrol), also rely on the 
support of Office of Air and Marine (OAM) aircraft, vessels, and crew to 
help enforce border security. Within CBP, OAM operates a fleet of air and 
marine assets in support of federal border security efforts. 

Over the years, we have reported on the progress and challenges DHS 
faces in implementing its border security efforts. My statement discusses 
our key findings in the following areas: 

• DHS’s effort to implement the Arizona Border Surveillance 
Technology Plan and deploy tactical infrastructure, 
 

• CBP’s and ICE’ s efforts to modernize radio systems, and 
 

• OAM mix and placement of assets. 

This statement is based on related reports and testimonies we issued 
from 2009 through 2015 that examined DHS efforts to secure the U.S. 
border (see Related GAO Products at the end of this statement). It also 
includes selected updates we conducted in April and May 2015 on DHS’s 
efforts to address our previous recommendations. Our reports and 
testimonies incorporated information we obtained and analyzed from 
officials from various DHS components and state and local law 
enforcement agencies. More detailed information about our scope and 
methodology can be found in our reports and testimonies. For the 
updates, we collected information from DHS on actions it has taken to 
address findings and recommendations made in prior reports on which 
this statement is based. We conducted all of this work in accordance with 
generally accepted government auditing standards. Those standards 
require that we plan and perform the audit to obtain sufficient, appropriate 
evidence to provide a reasonable basis for our findings and conclusions 
based on our audit objectives. We believe that the evidence obtained 
provides a reasonable basis for our findings and conclusions based on 
our audit objectives. 
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In March 2014 and April 2015, we reported that CBP had made progress 
in deploying programs under the Arizona Border Surveillance Technology 
Plan, but that CBP could take additional action to strengthen its 
management of the Plan and the Plan’s various programs.2 The Plan’s 
seven acquisition programs include fixed and mobile surveillance 
systems, agent portable devices, and ground sensors. Its three-highest 
cost programs which represent 97 percent of the Plan’s estimated cost 
are the Integrated Fixed Tower (IFT), Remote Video Surveillance System 
(RVSS), and Mobile Surveillance Capability (MSC).3

In March 2014, we found that CBP had a schedule for each of the Plan’s 
seven programs, and that four of the programs would not meet their 
originally planned completion dates. We also found that some of the 

 

                                                                                                                     
2GAO, Arizona Border Surveillance Technology Plan: Additional Actions Needed to 
Strengthen Management and Assess Effectiveness, GAO-14-368 (Washington, D.C.: Mar. 
4, 2014), and Homeland Security Acquisitions: Major Program Assessments Reveal 
Actions Needed to Improve Accountability, GAO-15-171SP (Washington, D.C.: Apr. 22, 
2015).   
3The IFT consists of towers with, among other things, ground surveillance radars and 
surveillance cameras mounted on fixed (that is, stationary) towers. The RVSS includes 
multiple color and infrared cameras mounted on monopoles, lattice towers, and buildings 
and differs from the IFT in, among other things, the RVSS does not include radars. The 
MSC is a stand-alone, truck-mounted suite of radar and cameras that provides a display 
within the cab of the truck. 

CBP Has Taken 
Steps to Strengthen 
the Management of 
and Assess the 
Effectiveness of Its 
Border Surveillance 
Technologies and 
Fencing, but 
Additional Actions Are 
Needed 

CBP Plans to Update 
Program Schedules and 
Life-Cycle Cost Estimates, 
but Has Not Yet Provided 
Complete Information to 
Reflect It Is Following Best 
Practices 

http://www.gao.gov/products/GAO-14-368�
http://www.gao.gov/products/GAO-15-171SP�
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programs had experienced delays relative to their baseline schedules, as 
of March 2013.4

Further, with regard to schedules, scheduling best practices are 
summarized into four characteristics of reliable schedules—
comprehensive, well constructed, credible, and controlled (i.e., schedules 

 More recently, in our April 2015 assessment of DHS’s 
major acquisitions programs, we reported on the status of the IFT 
program in particular, noting that from March 2012 to September 2014, 
the program’s initial operational capability date had slipped from the end 
of September 2013 to the end of September 2015. CBP officials said that 
this slip occurred because the program released its request for proposals 
behind schedule, and then received more proposals than anticipated. The 
subsequent bid protest extended the slip. CBP officials said these delays 
contributed to the IFT’s full operational capability slip, but funding 
shortfalls are the major contributor to the delay. Originally, full operational 
capability was scheduled to occur by September 2015, but as of 
December 2014, it was scheduled for March 2022. The IFT program 
anticipated it would receive less than half the fiscal year 2015 funding it 
needed to remain on track, and it anticipated its funding plan would be 
reduced further in the future. As a result of this expected funding 
shortage, the program anticipated it would be able to deliver 24 of 52 
planned IFT units, with the funding through 2020, and that it planned to 
deploy the IFT units to three of the six original Border Patrol Station areas 
of responsibility. Furthermore, the Chief of the Border Patrol had informed 
the program that 12 of the 28 remaining IFT units systems are not needed 
given changing threats. 

                                                                                                                     
4The baseline schedule is to represent the original configuration of the program plan and 
to signify the consensus of all stakeholders regarding the required sequence of events, 
resource assignments, and acceptable dates for key deliverables. The current schedule is 
to represent the actual plan to date.  
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are periodically updated and progress is monitored).5 We assessed 
CBP’s schedules as of March 2013 for the three highest-cost programs 
and found in March 2014 that schedules for two of the programs at least 
partially met each characteristic (i.e., satisfied about half of the criterion), 
and the schedule for the other program at least minimally met each 
characteristic (i.e., satisfied a small portion of the criterion).6

In March 2014, we also found that CBP had not developed an Integrated 
Master Schedule for the Plan in accordance with best practices. Rather, 

 For example, 
the schedule for the IFT program partially met the characteristic of being 
credible in that CBP had performed a schedule risk analysis for the 
program, but the risk analysis was not based on any connection between 
risks and specific activities. For the MSC program, the schedule minimally 
met the characteristic of being controlled in that it did not have valid 
baseline dates for activities or milestones by which CBP could track 
progress. We recommended that CBP ensure that scheduling best 
practices are applied to the IFT, RVSS, and MSC schedules. DHS 
concurred with the recommendation and stated that CBP planned to 
ensure that scheduling best practices would be applied as far as practical 
when updating the three programs’ schedules. In May 2015, CBP 
provided us a summary of its completed and planned milestones for the 
IFT, RVSS, and MSC programs. However, CBP has not provided us with 
a complete program schedule for the IFT, RVSS, and MSC, and, 
therefore, we cannot determine the extent to which the agency has 
followed best practices when updating the respective schedules. 

                                                                                                                     
5GAO, GAO Schedule Assessment Guide: Best Practices for Program Schedules, 
GAO-12-120G (exposure draft) (Washington, D.C.: May 2012). We developed this guide 
through a compilation of best practices that federal agencies and industry use. According 
to this guide, for a schedule to be comprehensive, among other things, the schedule 
should (1) capture all activities, as defined in the work breakdown structure, (2) reflect 
what resources are needed to do the work, and (3) establish the duration of all activities 
and have specific start and end dates. To be well constructed, among other things, a 
schedule should have all of its activities sequenced in the order that they are to be 
implemented with the most straightforward logic possible. To be credible, the schedule 
should reflect the order of events necessary to achieve aggregated products or outcomes, 
and activities in varying levels of the schedule map to one another. Moreover, a schedule 
risk analysis should be conducted to predict a level of confidence in meeting the 
program’s completion date. For a schedule to be controlled, the schedule should be 
updated periodically using actual progress and logic to realistically forecast dates for 
program activities, and a baseline schedule should be maintained to measure, monitor, 
and report the program’s progress. 
6GAO-14-368. 

http://www.gao.gov/products/GAO-12-120G�
http://www.gao.gov/products/GAO-14-368�
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CBP had used separate schedules for each program to manage 
implementation of the Plan, as CBP officials stated that the Plan contains 
individual acquisition programs rather than integrated programs. 
However, collectively these programs are intended to provide CBP with a 
combination of surveillance capabilities to be used along the Arizona 
border with Mexico, and resources are shared among the programs. 
According to scheduling best practices, an Integrated Master Schedule is 
a critical management tool for complex systems that involve a number of 
different projects, such as the Plan, to allow managers to monitor all work 
activities, how long activities will take, and how the activities are related to 
one another. We concluded that developing and maintaining an 
integrated master schedule for the Plan could help provide CBP a 
comprehensive view of the Plan and help CBP better understand how 
schedule changes in each individual program could affect implementation 
of the overall plan. We recommended that CBP develop an integrated 
master schedule for the Plan. CBP did not concur with this 
recommendation and maintained that an integrated master schedule for 
the Plan in one file undermines the DHS-approved implementation 
strategy for the individual programs making up the Plan, and that the 
implementation of this recommendation would essentially create a large, 
aggregated program, and effectively create an aggregated “system of 
systems.” DHS further stated that a key element of the Plan has been the 
disaggregation of technology procurements. However, as we noted in the 
report, collectively these programs are intended to provide CBP with a 
combination of surveillance capabilities to be used along the Arizona 
border with Mexico. Moreover, while the programs themselves may be 
independent of one another, the Plan’s resources are being shared 
among the programs. We continue to believe that developing an 
integrated master schedule for the Plan is needed. Developing and 
maintaining an integrated master schedule for the Plan could allow CBP 
insight into current or programmed allocation of resources for all 
programs as opposed to attempting to resolve any resource constraints 
for each program individually. 

In addition, in March 2014, we reported that the life-cycle cost estimates 
for the Plan reflected some, but not all, best practices. Cost-estimating 
best practices are summarized into four characteristics—well 
documented, comprehensive, accurate, and credible. Our analysis of 
CBP’s estimate for the Plan and estimates completed at the time of our 
review for the two highest-cost programs—the IFT and RVSS programs—
showed that these estimates at least partially met three of these 
characteristics: well documented, comprehensive, and accurate. In terms 
of being credible, these estimates had not been verified with independent 
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cost estimates in accordance with best practices. We concluded that 
ensuring that scheduling best practices were applied to the programs’ 
schedules and verifying life-cycle cost estimates with independent 
estimates could help better ensure the reliability of the schedules and 
estimates, and we recommended that CBP verify the life-cycle cost 
estimates for the IFT and RVSS programs with independent cost 
estimates and reconcile any differences. DHS concurred with this 
recommendation, but stated that at this point it does not believe that there 
would be a benefit in expending funds to obtain independent cost 
estimates and that if the costs realized to date continue to hold, there may 
be no requirement or value added in conducting full-blown updates with 
independent cost estimates. We recognize the need to balance the cost 
and time to verify the life-cycle cost estimates with the benefits to be 
gained from verification with independent cost estimates. However, we 
continue to believe that independently verifying the life-cycle cost 
estimates for the IFT and RVSS programs and reconciling any 
differences, consistent with best practices, could help CBP better ensure 
the reliability of the estimates. As of May 2015, CBP officials stated that 
the agency plans to update the life-cycle cost estimates for the three of its 
highest-cost programs under the Plan, including IFT and RVSS, by the 
end of calendar year 2015.7

 

 

                                                                                                                     
7GAO, 2015 Annual Report: Additional Opportunities to Reduce Fragmentation, Overlap, 
and Duplication and Achieve Other Financial Benefits, GAO-15-404SP (Washington, D.C.: 
Apr. 14, 2015). 

http://www.gao.gov/products/GAO-15-404SP�
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We reported in March 2014 that CBP identified the mission benefits of its 
surveillance technologies, as we recommended in November 2011.8 More 
specifically, CBP had identified mission benefits of surveillance 
technologies to be deployed under the Plan, such as improved situational 
awareness and agent safety. However, we also reported that the agency 
had not developed key attributes for performance metrics for all 
surveillance technology to be deployed as part of the Plan, as we 
recommended in November 2011. As of May 2015, CBP had identified a 
set of potential key attributes for performance metrics for all technologies 
to be deployed under the Plan; however, CBP officials stated that this set 
of measures was under review as the agency continues to refine the 
measures to better inform the nature of the contributions and impacts of 
surveillance technology on its border security mission.9

Moreover, in March 2014, we found that CBP does not capture complete 
data on the contributions of these technologies, which in combination with 
other relevant performance metrics or indicators could be used to better 
determine the contributions of CBP’s surveillance technologies and inform 
resource allocation decisions. Although CBP has a field within its 
Enforcement Integrated Database for maintaining data on whether 
technological assets, such as SBInet surveillance towers, and 

 While CBP has 
yet to apply these measures, CBP established a time line for developing 
performance measures for each technology. CBP officials stated that by 
the end of fiscal year 2015, baselines for each performance measure will 
be developed, at which time the agency plans to begin using the data to 
evaluate the individual and collective contributions of specific technology 
assets deployed under the Plan. Moreover, CBP plans to establish a tool 
by the end of fiscal year 2016 that explains the qualitative and 
quantitative impacts of technology and tactical infrastructure on situational 
awareness in specific areas of the border environment. While these are 
positive steps, until CBP completes its efforts to fully develop and apply 
key attributes for performance metrics for all technologies to be deployed 
under the Plan, it will not be able to fully assess its progress in 
implementing the Plan and determine when mission benefits have been 
fully realized. 

                                                                                                                     
8See GAO-14-368, and Arizona Border Surveillance Technology: More Information on 
Plans and Costs Is Needed before Proceeding, GAO-12-22 (Washington, D.C.: Nov. 4, 
2011). 
9GAO-15-404SP. 

CBP Has Made Progress 
toward Assessing 
Performance of 
Surveillance Technologies 
and Fencing, but Has Not 
Yet Fully Applied 
Performance Metrics or 
Assessed the 
Contributions of its 
Technologies 

http://www.gao.gov/products/GAO-14-368�
http://www.gao.gov/products/GAO-12-22�
http://www.gao.gov/products/GAO-15-404SP�
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nontechnological assets, such as canine teams, assisted or contributed to 
the apprehension of illegal entrants and seizure of drugs and other 
contraband, according to CBP officials, Border Patrol agents were not 
required to record these data.10

In addition, with regard to fencing and tactical infrastructure, CBP 
reported that from fiscal year 2005 through May 2015, the total miles of 
vehicle and pedestrian fencing along 2,000-mile U.S.-Mexico border 
increased from approximately 120 miles to 652 miles.

 This limited CBP’s ability to collect, track, 
and analyze available data on asset assists to help monitor the 
contribution of surveillance technologies, including its SBInet system, to 
Border Patrol apprehensions and seizures and inform resource allocation 
decisions. We recommended that CBP require data on asset assists to be 
recorded and tracked within its database and that once these data were 
required to be recorded and tracked, analyze available data on 
apprehensions and technological assists, in combination with other 
relevant performance metrics or indicators, as appropriate, to determine 
the contribution of surveillance technologies to CBP’s border security 
efforts. CBP concurred with our recommendations and has taken steps to 
address it. In June 2014, in response to our recommendation, CBP 
issued guidance informing Border Patrol agents that the asset assist data 
field within its database was now a mandatory data field. Agents are 
required to enter any assisting surveillance technology or other 
equipment before proceeding. While this is a positive step, to fully 
address our recommendations, CBP needs to analyze data on 
apprehensions and seizures, in combination with other relevant 
performance metrics, to determine the contribution of surveillance 
technologies to its border security mission. 

11

                                                                                                                     
10In addition to maintaining data on asset assists, the Border Patrol collects and maintains 
data on apprehensions and seizures in DHS’s Enforcement Integrated Database.  

 With the 
completion of the new fencing and other tactical infrastructure, DHS is 
now responsible for maintaining this infrastructure including repairing 
breached sections of fencing which cost the department at least $7.2 
million in 2010, as reported by CBP. Moreover, we have previously 
reported on CBP’s efforts to assess the impact of fencing and tactical 
infrastructure on border security. Specifically, in our May 2010 and 
September 2009 reports, we found that CBP had not accounted for the 

11The length of the border with Mexico is defined by the U.S. International Boundary and 
Water Commission at 1,954 miles. The length of the land border is 675 miles, while the 
length of the border along the Colorado River and Rio Grande is 1,279 miles.  
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impact of its investment in border fencing and infrastructure on border 
security. CBP had reported an increase in control of southwest border 
miles, but could not account separately for the impact of the border 
fencing and other infrastructure. In September 2009, we recommended 
that CBP determine the contribution of border fencing and other 
infrastructure to border security. DHS concurred with our 
recommendation, and in response, CBP contracted with the Homeland 
Security Studies and Analysis Institute to conduct an analysis of the 
impact of tactical infrastructure on border security.12

 

 

 

 

 

 

 
 
To effectively carry out their respective border security missions, CBP 
and ICE agents and officers require interoperable communications—the 
capability of different electronic communications systems to readily 
connect with one another to enable timely communications—with one 
another and with state and local agencies, as we reported in March 
2015.13

                                                                                                                     
12GAO, Secure Border Initiative: DHS Has Faced Challenges Deploying Technology and 
Fencing Along the Southwest Border, 

 In 2008, DHS components, including CBP and ICE, initiated 
individual TACCOM modernization programs to upgrade radio systems 
that were past expected service life to improve the performance of these 
systems and to help achieve interoperability across federal, state, and 
local agencies that are responsible for securing the border. In March 
2015, we reported that from 2009 through 2013, CBP completed full 
modernization projects in 4 of the 9 sectors that constitute the southwest 

GAO-10-651T (Washington, D.C.: May 4, 2010), 
and Secure Border Initiative: Technology Deployment Delays Persist and the Impact of 
Border Fencing Has Not Been Assessed, GAO-09-896 (Washington, D.C.: Sept. 9, 2009).  
13GAO, Border Security: Additional Efforts Needed to Address Persistent Challenges in 
Achieving Radio Interoperability, GAO-15-201 (Washington, D.C.: Mar. 23, 2015). 

DHS Components 
Have Taken Steps to 
Address Radio 
Interoperability 
Challenges, but 
Could Better Manage 
These Efforts 

DHS Components Have 
Taken Steps to Upgrade 
Tactical Communications 
Equipment and 
Infrastructure, but Could 
Benefit by Developing 
Performance and Program 
Plans 

http://www.gao.gov/products/GAO-10-651T�
http://www.gao.gov/products/GAO-09-896�
http://www.gao.gov/products/GAO-15-201�
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border.14

In 2009, CBP also revised its modernization approach for all remaining 
sectors, halting the addition of any new tower sites, and adding a project 
known as Digital in Place (DIP) as a capstone to this program. The scope 
of the DIP project entails one-for-one replacements of analog systems 
with digital systems and does not provide additional coverage or capacity 
enhancements. CBP plans to implement DIP in the remaining 5 sectors 
along the southwest border that did not receive full modernization 
upgrades. As of May 2015, DIP projects had been completed in 3 of the 5 
sectors along the southwest border—Big Bend, Laredo, and Del Rio—
and were under way in other locations across the nation.

 In these 4 sectors, Yuma, Tucson, Rio Grande Valley, and El 
Paso, CBP has (1) upgraded outdated analog tactical communications 
equipment and infrastructure to digital systems and (2) expanded 
coverage and provided capacity enhancements by procuring additional 
equipment and building out new tower sites in areas where CBP agents 
operate that were not previously covered with existing infrastructure. 

15

Further, in March 2015 we found that CBP conducted a limited 
operational test in 1 sector, Rio Grande Valley, and both CBP and DHS 
officials stated that the agency does not plan to conduct additional testing 
on the deployed systems or conduct any operational testing for the DIP 
projects because the agency is replacing outdated equipment with 
commercial-off-the-shelf technology on a one-for-one basis.

 According to 
CBP, because DIP does not include new site build-outs, among other 
things, this approach will greatly reduce the costs associated with the full 
modernization approach and is expected to be completed in a relatively 
shorter time period. 

16

                                                                                                                     
14There are 20 Border Patrol sectors across the United States. The 9 Border Patrol 
sectors that constitute the southwest border are San Diego, El Centro, Yuma, Tucson, El 
Paso, Big Bend, Laredo, Del Rio, and Rio Grande Valley. These sectors represent 
geographic focus areas for tactical communications modernization upgrade projects.  

 In addition, 
CBP had not developed an agency-wide plan to monitor the performance 
of its radio systems. In particular, CBP had not yet collected sufficient 
data to determine how well the systems are functioning within and across 
sectors, and had not obtained perspectives from radio users since the 
systems were deployed in each location. We concluded that such 

15CBP has not yet set time frames for completion of these upgrades. 
16GAO-15-201. 

http://www.gao.gov/products/GAO-15-201�
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information could help CBP better identify any challenges with use of the 
system and assess system performance. For example, although CBP 
collects information on radio system availability and maintenance, CBP 
officials stated that they have not used this information to assess overall 
system performance to determine the extent to which upgraded radio 
systems are meeting user needs or to identify areas in need of corrective 
action. According to CBP officials, the agency had not yet analyzed 
available data to determine the extent to which upgraded radio systems 
are meeting user needs or to identify areas in need of corrective action 
because complete operational data have not been collected for all sites to 
which radio systems were deployed and because these data are 
maintained across different repositories that are not currently linked 
together. CBP officials recognized the need to collect sufficient data to 
monitor radio system performance and at the time of our report, stated 
that the agency was taking steps to address this need by collecting data 
in recently modernized sites. They further stated that once the data had 
been collected, the agency planned to consolidate these data in a central 
repository. 

Moreover, in March 2015 we found that most of the groups of CBP radio 
users we met with reported experiencing challenges relating to 
operational performance. For example, 7 of the 10 groups of CBP radio 
users we met with in the Tucson, Rio Grande Valley, and El Paso sectors 
stated that coverage gaps continued to affect their ability to communicate, 
even after the upgrades were completed. Specifically, 2 groups stated 
that coverage in some areas seemed to be worse after the upgrades 
were completed, 4 groups stated that coverage gaps had been reduced 
but continued to exist after the upgrades, and 1 group stated that while 
coverage had improved in some areas, the group did not receive the 
coverage enhancements it expected to receive, especially in critical 
areas. We recommended in March 2015 that CBP develop a plan to 
monitor the performance of its deployed radio systems. DHS concurred 
with this recommendation and stated that it will work to complete a CBP 
Land Mobile Radio System Performance Monitoring Plan by December 
31, 2015. 

We also found in March 2015 that ICE does not have complete 
information to effectively manage its TACCOM modernization program.17

                                                                                                                     
17

 

GAO-15-201. 
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Specifically, we reported that ICE has 58 completed, ongoing, or planned 
projects under its TACCOM modernization program and has taken some 
actions to modernize its TACCOM radio systems, including along the 
southwest border. Specifically, according to ICE officials, the agency has 
replaced individual analog TACCOM radios and equipment with digital 
systems across all 26 ICE regions, including the southwest border 
regions. In addition, while ICE has completed full modernization 
projects—which entail expanding coverage and capacity by building new 
sites—in other regions across the United States, it had not developed 
plans to modernize any southwest border regions. Instead, to meet the 
needs of ICE radio users in the southwest border regions, ICE officials 
stated that the agency’s strategy focused on leveraging other agency 
infrastructure in areas where ICE does not have infrastructure until 
funding is approved to initiate modernization projects in these regions. 
For example, in Yuma and Tucson, ICE officials stated that the agency 
primarily uses CBP’s radio system. 

Further, we found that while ICE has developed some documentation for 
the individual projects, such as individual project plans, and provided us 
with an integrated master schedule for the 58 ongoing, planned, and 
completed projects, the agency had not documented an overall plan to 
manage its TACCOM modernization program and provide oversight 
across all projects.18 For example, ICE officials were unable to provide 
documentation that all TACCOM equipment had been upgraded to digital 
systems.19

                                                                                                                     
18

 Additionally, our interviews with groups of ICE radio users 
showed that agency efforts to upgrade its TACCOM technology—
including leveraging other agency infrastructure in areas where ICE does 
not have infrastructure—may not be supporting ICE radio user needs 
along the southwest border. For example, 2 of the 3 groups of ICE radio 
users we met with in Tucson, Rio Grande Valley, and El Paso that 
operate on CBP land-mobile radio networks stated that coverage was 
worse after the upgrades or did not meet ICE radio user needs because 
the new system did not provide the capabilities the agency promised to 
deliver. The third group stated that CBP’s modernization project upgrades 
enhanced coverage in a limited capacity but created new challenges for 

GAO-15-201. 
19ICE TACCOM program officials stated that they could not locate this information 
because they do not have program documentation prior to 2009, when ICE’s Office of the 
Chief Information Officer assumed responsibility for the ICE TACCOM program.  
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ICE because of the increase in communication traffic. Specifically, ICE 
radio users in this location stated that since they are using CBP channels, 
Border Patrol has priority of use, so when there is too much traffic on a 
channel, ICE radio users are unable to access the channel or get kicked 
off the system and hear a busy signal when attempting to use their radios. 
All 4 groups of ICE radio users we met with stated that operability and 
interoperability challenges frequently compromised their investigations 
and resulted in unacceptable risks to officer safety. 

We reported that ICE officials agreed that ICE radio user coverage needs 
had not been met in the southwest border areas and at the time of our 
report stated that the agency was taking steps to assess radio user needs 
in these locations. Specifically, ICE officials stated that they were 
soliciting information from radio users on their operational needs and 
briefing ICE management to inform future decisions about ICE coverage 
and funding needs. However, at that time ICE officials also stated that 
there were no plans for creating a program plan to guide and document 
these efforts. We recommended that ICE develop a program plan to 
ensure that the agency establishes the appropriate documentation of 
resource needs, program goals, and measures to monitor the 
performance of its deployed radio systems. DHS concurred with this 
recommendation. In response to our recommendation, DHS stated that 
ICE’s Office of the Chief Information Officer will develop a program to 
facilitate, coordinate, and maintain ICE’s deployed radio systems, and will 
ensure that the agency establishes the proper documentation of resource 
needs, defines program goals, and establishes measures to monitor 
performance by January 31, 2016. 

We also concluded in March 2015 that CBP and ICE could do more to 
ensure the agencies are meeting the training needs of all CBP and ICE 
radio users.20

                                                                                                                     
20

 We reported that CBP provided training to its agents and 
officers on upgraded radio systems in each southwest border location that 
received upgrades. However, 8 of 14 CBP radio user groups we met with 
suggested that radio users be provided with additional radio training to 
enhance their proficiency in using radio systems. Further, we found that 
CBP does not know how many radio users are in need of training. We 
recommended in March 2015 that CBP (1) develop and implement a plan 
to address any skills gaps for CBP agents and officers related to 

GAO-15-201. 

Additional Efforts Are 
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CBP and ICE Agents and 
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understanding the new digital radio systems and interagency radio use 
protocols, and (2) develop a mechanism to verify that all Border Patrol 
and Office of Field Operations radio users receive radio training. DHS 
concurred with these recommendations and estimated a completion date 
of March 31, 2016. 

We also found that ICE provided training on the upgraded radio systems 
in one location, but 3 of the 4 ICE radio user groups we met with in field 
locations stated that additional training would help address challenges 
experienced by radio users. Further, ICE officials stated that they did not 
track the training that the agency provided. We recommended in March 
2015 that ICE (1) develop and implement a plan to address any skills 
gaps for ICE agents related to understanding the new digital radio 
systems and interagency radio use protocols, and (2) develop a 
mechanism to verify that all ICE radio users receive radio training. DHS 
concurred with these recommendations. In response to these 
recommendations, DHS stated that ICE will propose an increase in 
training for new agents and will develop a mechanism to verify that all ICE 
radio users receive radio training by March 31, 2016. 

Our March 2012 report on OAM assets highlighted several areas the 
agency could address to better ensure the mix and placement of assets is 
effective and efficient. 21

Specifically, our March 2012 report found that OAM had not documented 
significant events, such as its analyses to support its asset mix and 
placement across locations, and as a result, lacked a record to help 
demonstrate that its decisions to allocate assets were the most effective 
ones in fulfilling customer needs and addressing threats, among other 
things. While OAM’s Fiscal Year 2010 Aircraft Deployment Plan stated 
that OAM deployed aircraft and maritime vessels to ensure its forces 
were positioned to best meet the needs of CBP field commanders and 

 These areas included: (1) documentation clearly 
linking deployment decisions to mission needs and threats, (2) 
documentation on the assessments and analysis used to support 
decisions on the mix and placement of assets, and (3) consideration of 
how deployment of border technology will affect customer requirements 
for air and marine assets across locations. 

                                                                                                                     
21GAO, Border Security: Opportunities Exist to Ensure More Effective Use of DHS’s Air 
and Marine Assets, GAO-12-518, (Washington, D.C. Mar. 30, 2012).  
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respond to the latest intelligence on emerging threats, OAM did not have 
documentation that clearly linked the deployment decisions in the plan to 
mission needs or threats. We also found that OAM did not provide higher 
rates of support to locations Border Patrol identified as high priority, a fact 
that indicated that a reassessment of OAM’s resource mix and placement 
could help ensure that it meets mission needs, addresses threats, and 
mitigates risk. OAM officials stated that while they deployed a majority of 
assets to high-priority sectors, budgetary constraints, other national 
priorities, and the need to maintain presence across border locations 
limited overall increases in assets or the amount of assets they could 
redeploy from lower-priority sectors. While we recognized OAM’s 
resource constraints, the agency did not have documentation of analyses 
assessing the impact of these constraints and whether actions could be 
taken to improve the mix and placement of assets within them. Thus, the 
extent to which the deployment of OAM assets and personnel, including 
those assigned to the southwest border, most effectively utilized OAM’s 
constrained assets to meet mission needs and address threats was 
unclear. 

We also found in March 2012 that OAM did not document assessments 
and analyses to support the agency’s decisions on the mix and placement 
of assets. DHS’s 2005 aviation management directive requires operating 
entities to use their aircraft in the most cost-effective way to meet 
requirements. Although OAM officials stated that it factored cost-
effectiveness considerations, such as efforts to move similar types of 
aircraft to the same locations to help reduce maintenance and training 
costs into its deployment decisions, OAM did not have documentation of 
analyses it performed to make these decisions. OAM headquarters 
officials stated that they made deployment decisions during formal 
discussions and ongoing meetings in close collaboration with Border 
Patrol, and considered a range of factors such as operational capability, 
mission priorities, and threats. OAM officials said that while they generally 
documented final decisions affecting the mix and placement of assets, 
they did not document assessments and analyses to support these 
decisions. 

In addition, we reported that CBP and DHS had ongoing interagency 
efforts under way to increase air and marine domain awareness across 
U.S. borders through deployment of technology that may decrease 
Border Patrol’s use of OAM assets for air and marine domain awareness. 
However, at the time of our review, OAM was not planning to assess how 
technology capabilities could affect the mix and placement of air and 
marine assets until the technology has been deployed. Specifically, we 
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concluded that Border Patrol, CBP, and DHS had strategic and 
technological initiatives under way that would likely affect customer 
requirements for air and marine support and the mix and placement of 
assets across locations. CBP and DHS also had ongoing interagency 
efforts under way to increase air and marine domain awareness across 
U.S. borders through deployment of technology that may decrease 
Border Patrol’s use of OAM assets for air and marine domain awareness. 
OAM officials stated that they would consider how technology capabilities 
affect the mix and placement of air and marine assets once such 
technology has been deployed. 

To address the findings of our March 2012 report, we recommended that 
CBP, to the extent that benefits outweigh the costs, reassess the mix and 
placement of OAM’s air and marine assets to include mission 
requirements, performance results, and anticipated CBP strategic and 
technological changes. DHS concurred with this recommendation and 
responded that it planned to address some of these actions as part of the 
Fiscal Year 2012-2013 Aircraft Deployment Plan.22

                                                                                                                     
22CBP stated that because of timing, it was not able to fully incorporate all elements of the 
GAO report’s recommendations into the Fiscal Year 2012-2013 Aircraft Deployment Plan. 
In April 2012, DHS stated that CBP would document the mission requirements and threats 
that support the decisions on the mix and placement of OAM’s air and marine assets in its 
Fiscal Year 2014-2015 Aircraft Deployment Plan to be completed in fiscal year 2013. 
However, in September 2014, CBP stated that it had not issued this plan. 

 In September 2014, 
CBP provided this Plan, approved in May 2012, and updated information 
on its subsequent efforts to address this recommendation, including a 
description of actions taken to reassess the mix and placement of OAM’s 
assets. In particular, CBP noted that in late 2012, it initiated some actions 
based on its analysis of CBP data and assessment of OAM statistical 
information, such as the priority for flight hours by location based on 
Border Patrol and OAM data on arrests; apprehensions; and seizures of 
cocaine, marijuana, currency, weapons, vehicles, aircraft, and vessels. 
According to OAM, after consulting with DHS and CBP officials and 
approval from the DHS Secretary in May 2013, the office began a 
realignment of personnel, aircraft, and vessels from the northern border to 
the southern border based on its evaluation of the utilization and 
efficiency of current assets and available funding to accomplish the 
transfers. CBP’s actions are a positive step to more effectively allocating 
scarce assets. As of April 2015, OAM officials said that they were in the 
process of providing GAO with the data and analysis used to support this 
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realignment of assets in order to fully document implementation of the 
recommendation. 

Chairman Johnson, Ranking Member Carper, and members of the 
committee, this concludes my prepared statement. I will be happy to 
answer any questions you may have. 

 
For further information about this testimony, please contact Rebecca 
Gambler at (202) 512-8777 or gamblerr@gao.gov. In addition, contact 
points for our Offices of Congressional Relations and Public Affairs may 
be found on the last page of this statement. Individuals making key 
contributions to this statement included Kirk Kiester (Assistant Director), 
as well as Carissa Bryant, Adam Gomez, Yvette Gutierrez, Jon Najmi, 
Meg Ullengren, and Michelle Woods. Other contributors to the work on 
which this statement is based included Cindy Ayers, Jeanette Espinola, 
and Nancy Kawahara. 

  

GAO Contact and 
Staff 
Acknowledgments 

mailto:gamblerr@gao.gov�


 
Related GAO Products 
 
 
 

Page 19 GAO-15-595T   

Homeland Security Acquisitions: Major Program Assessments Reveal 
Actions Needed to Improve Accountability. GAO-15-171SP. Washington, 
D.C.: April 22, 2015. 

2015 Annual Report: Additional Opportunities to Reduce Fragmentation, 
Overlap, and Duplication and Achieve Other Financial Benefits. 
GAO-15-404SP. (Washington, D.C.: April 14, 2015). 

Border Security: Additional Efforts Needed to Address Persistent 
Challenges in Achieving Radio Interoperability. GAO-15-201. 
Washington, D.C.: March 23, 2015. 

Arizona Border Surveillance Technology Plan: Additional Actions Needed 
to Strengthen Management and Assess Effectiveness. GAO-14-411T. 
Washington, D.C.: March 12, 2014. 

Arizona Border Surveillance Technology Plan: Additional Actions Needed 
to Strengthen Management and Assess Effectiveness. GAO-14-368. 
(Washington, D.C.: March 3, 2014). 

Border Security: Progress and Challenges in DHS Implementation and 
Assessment Efforts. GAO-13-653T. Washington, D.C.: June 27, 2013. 

Border Security: DHS’s Progress and Challenges in Securing U.S. 
Borders. GAO-13-414T. Washington, D.C.: March 14, 2013. 

GAO Schedule Assessment Guide: Best Practices for Project Schedules. 
GAO-12-120G (exposure draft). Washington, D.C.: May 2012. 

Border Security: Opportunities Exist to Ensure More Effective Use of 
DHS’s Air and Marine Assets. GAO-12-518. Washington, D.C.: March 30, 
2012. 

U.S. Customs and Border Protection’s Border Security Fencing, 
Infrastructure and Technology Fiscal Year 2011 Expenditure Plan.  
GAO-12-106R. Washington, D.C.: November 17, 2011. 

Arizona Border Surveillance Technology: More Information on Plans and 
Costs Is Needed before Proceeding. GAO-12-22. (Washington, D.C.: 
November 4, 2011). 

Related GAO Products 

http://www.gao.gov/products/GAO-15-171SP�
http://www.gao.gov/products/GAO-15-404SP�
http://www.gao.gov/products/GAO-15-201�
http://www.gao.gov/products/GAO-14-411T�
http://www.gao.gov/products/GAO-14-368�
http://www.gao.gov/products/GAO-13-653T�
http://www.gao.gov/products/GAO-13-414T�
http://www.gao.gov/products/GAO-12-120G�
http://www.gao.gov/products/GAO-12-518�
http://www.gao.gov/products/GAO-12-106R�
http://www.gao.gov/products/GAO-12-22�


 
Related GAO Products 
 
 
 

Page 20 GAO-15-595T   

Secure Border Initiative: Technology Deployment Delays Persist and the 
Impact of Border Fencing Has Not Been Assessed. GAO-09-896. 
(Washington, D.C.: September 9, 2009). 

GAO Cost Estimating and Assessment Guide: Best Practices for 
Developing and Managing Capital Program Costs. GAO-09-3SP. 
(Washington, D.C.: March 2009). 

 

(441293) 

http://www.gao.gov/products/GAO-09-896�
http://www.gao.gov/products/GAO-09-3SP�


 
 
 
 
 

 

 

This is a work of the U.S. government and is not subject to copyright protection in the 
United States. The published product may be reproduced and distributed in its entirety 
without further permission from GAO. However, because this work may contain 
copyrighted images or other material, permission from the copyright holder may be 
necessary if you wish to reproduce this material separately. 



 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 
 
 
 
 
 

The Government Accountability Office, the audit, evaluation, and 
investigative arm of Congress, exists to support Congress in meeting its 
constitutional responsibilities and to help improve the performance and 
accountability of the federal government for the American people. GAO 
examines the use of public funds; evaluates federal programs and 
policies; and provides analyses, recommendations, and other assistance 
to help Congress make informed oversight, policy, and funding decisions. 
GAO’s commitment to good government is reflected in its core values of 
accountability, integrity, and reliability. 

The fastest and easiest way to obtain copies of GAO documents at no 
cost is through GAO’s website (http://www.gao.gov). Each weekday 
afternoon, GAO posts on its website newly released reports, testimony, 
and correspondence. To have GAO e-mail you a list of newly posted 
products, go to http://www.gao.gov and select “E-mail Updates.” 

The price of each GAO publication reflects GAO’s actual cost of 
production and distribution and depends on the number of pages in the 
publication and whether the publication is printed in color or black and 
white. Pricing and ordering information is posted on GAO’s website, 
http://www.gao.gov/ordering.htm.  

Place orders by calling (202) 512-6000, toll free (866) 801-7077, or  
TDD (202) 512-2537. 

Orders may be paid for using American Express, Discover Card, 
MasterCard, Visa, check, or money order. Call for additional information. 

Connect with GAO on Facebook, Flickr, Twitter, and YouTube. 
Subscribe to our RSS Feeds or E-mail Updates. Listen to our Podcasts. 
Visit GAO on the web at www.gao.gov. 

Contact: 

Website: http://www.gao.gov/fraudnet/fraudnet.htm 
E-mail: fraudnet@gao.gov 
Automated answering system: (800) 424-5454 or (202) 512-7470 

Katherine Siggerud, Managing Director, siggerudk@gao.gov, (202) 512-
4400, U.S. Government Accountability Office, 441 G Street NW, Room 
7125, Washington, DC 20548 

Chuck Young, Managing Director, youngc1@gao.gov, (202) 512-4800 
U.S. Government Accountability Office, 441 G Street NW, Room 7149  
Washington, DC 20548 

GAO’s Mission 

Obtaining Copies of 
GAO Reports and 
Testimony 

Order by Phone 

Connect with GAO 

To Report Fraud, 
Waste, and Abuse in 
Federal Programs 

Congressional 
Relations 

Public Affairs 

Please Print on Recycled Paper.

http://www.gao.gov/�
http://www.gao.gov/�
http://www.gao.gov/ordering.htm�
http://facebook.com/usgao�
http://flickr.com/usgao�
http://twitter.com/usgao�
http://youtube.com/usgao�
http://www.gao.gov/feeds.html�
http://www.gao.gov/subscribe/index.php�
http://www.gao.gov/podcast/watchdog.html�
http://www.gao.gov/�
http://www.gao.gov/fraudnet/fraudnet.htm�
mailto:fraudnet@gao.gov�
mailto:siggerudk@gao.gov�
mailto:youngc1@gao.gov�

	BORDER SECURITY
	Progress and Challenges in DHS’s Efforts to Implement and Assess Infrastructure and Technology
	Letter
	CBP Has Taken Steps to Strengthen the Management of and Assess the Effectiveness of Its Border Surveillance Technologies and Fencing, but Additional Actions Are Needed
	CBP Plans to Update Program Schedules and Life-Cycle Cost Estimates, but Has Not Yet Provided Complete Information to Reflect It Is Following Best Practices
	CBP Has Made Progress toward Assessing Performance of Surveillance Technologies and Fencing, but Has Not Yet Fully Applied Performance Metrics or Assessed the Contributions of its Technologies

	DHS Components Have Taken Steps to Address Radio Interoperability Challenges, but Could Better Manage These Efforts
	DHS Components Have Taken Steps to Upgrade Tactical Communications Equipment and Infrastructure, but Could Benefit by Developing Performance and Program Plans
	Additional Efforts Are Needed to Ensure That CBP and ICE Agents and Officers Receive Necessary Training

	OAM Could Benefit from Reassessing Its Mix and Placement of Assets to Better Address Mission Needs and Threats
	GAO Contact and Staff Acknowledgments

	Related GAO Products

	15595T_high.pdf
	BORDER SECURITY
	Progress and Challenges in DHS’s Efforts to Implement and Assess Infrastructure and Technology
	Why GAO Did This Study
	What GAO Recommends
	In its prior work, GAO made recommendations to DHS to strengthen its management of plans and programs, tactical communications, and mix and placement of OAM assets. DHS generally agreed and plans to address the recommendations. Consequently, GAO is n...



<<

  /ASCII85EncodePages false

  /AllowTransparency false

  /AutoPositionEPSFiles true

  /AutoRotatePages /PageByPage

  /Binding /Left

  /CalGrayProfile (Dot Gain 20%)

  /CalRGBProfile (sRGB IEC61966-2.1)

  /CalCMYKProfile (U.S. Sheetfed Uncoated v2)

  /sRGBProfile (sRGB IEC61966-2.1)

  /CannotEmbedFontPolicy /Warning

  /CompatibilityLevel 1.7

  /CompressObjects /All

  /CompressPages true

  /ConvertImagesToIndexed true

  /PassThroughJPEGImages true

  /CreateJobTicket false

  /DefaultRenderingIntent /Default

  /DetectBlends true

  /DetectCurves 0.1000

  /ColorConversionStrategy /LeaveColorUnchanged

  /DoThumbnails false

  /EmbedAllFonts true

  /EmbedOpenType false

  /ParseICCProfilesInComments true

  /EmbedJobOptions true

  /DSCReportingLevel 0

  /EmitDSCWarnings false

  /EndPage -1

  /ImageMemory 1048576

  /LockDistillerParams true

  /MaxSubsetPct 100

  /Optimize true

  /OPM 1

  /ParseDSCComments true

  /ParseDSCCommentsForDocInfo true

  /PreserveCopyPage true

  /PreserveDICMYKValues true

  /PreserveEPSInfo true

  /PreserveFlatness true

  /PreserveHalftoneInfo false

  /PreserveOPIComments false

  /PreserveOverprintSettings true

  /StartPage 1

  /SubsetFonts true

  /TransferFunctionInfo /Preserve

  /UCRandBGInfo /Preserve

  /UsePrologue false

  /ColorSettingsFile ()

  /AlwaysEmbed [ true

  ]

  /NeverEmbed [ true

  ]

  /AntiAliasColorImages false

  /CropColorImages true

  /ColorImageMinResolution 220

  /ColorImageMinResolutionPolicy /Warning

  /DownsampleColorImages true

  /ColorImageDownsampleType /Bicubic

  /ColorImageResolution 300

  /ColorImageDepth -1

  /ColorImageMinDownsampleDepth 1

  /ColorImageDownsampleThreshold 1.50000

  /EncodeColorImages true

  /ColorImageFilter /DCTEncode

  /AutoFilterColorImages true

  /ColorImageAutoFilterStrategy /JPEG

  /ColorACSImageDict <<

    /QFactor 0.15

    /HSamples [1 1 1 1] /VSamples [1 1 1 1]

  >>

  /ColorImageDict <<

    /QFactor 0.76

    /HSamples [2 1 1 2] /VSamples [2 1 1 2]

  >>

  /JPEG2000ColorACSImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 15

  >>

  /JPEG2000ColorImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 15

  >>

  /AntiAliasGrayImages false

  /CropGrayImages true

  /GrayImageMinResolution 220

  /GrayImageMinResolutionPolicy /Warning

  /DownsampleGrayImages true

  /GrayImageDownsampleType /Bicubic

  /GrayImageResolution 300

  /GrayImageDepth -1

  /GrayImageMinDownsampleDepth 2

  /GrayImageDownsampleThreshold 1.50000

  /EncodeGrayImages true

  /GrayImageFilter /DCTEncode

  /AutoFilterGrayImages true

  /GrayImageAutoFilterStrategy /JPEG

  /GrayACSImageDict <<

    /QFactor 0.15

    /HSamples [1 1 1 1] /VSamples [1 1 1 1]

  >>

  /GrayImageDict <<

    /QFactor 0.76

    /HSamples [2 1 1 2] /VSamples [2 1 1 2]

  >>

  /JPEG2000GrayACSImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 15

  >>

  /JPEG2000GrayImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 15

  >>

  /AntiAliasMonoImages false

  /CropMonoImages true

  /MonoImageMinResolution 900

  /MonoImageMinResolutionPolicy /Warning

  /DownsampleMonoImages true

  /MonoImageDownsampleType /Bicubic

  /MonoImageResolution 1200

  /MonoImageDepth -1

  /MonoImageDownsampleThreshold 1.50000

  /EncodeMonoImages true

  /MonoImageFilter /CCITTFaxEncode

  /MonoImageDict <<

    /K -1

  >>

  /AllowPSXObjects false

  /CheckCompliance [

    /None

  ]

  /PDFX1aCheck false

  /PDFX3Check false

  /PDFXCompliantPDFOnly false

  /PDFXNoTrimBoxError true

  /PDFXTrimBoxToMediaBoxOffset [

    0.00000

    0.00000

    0.00000

    0.00000

  ]

  /PDFXSetBleedBoxToMediaBox true

  /PDFXBleedBoxToTrimBoxOffset [

    0.00000

    0.00000

    0.00000

    0.00000

  ]

  /PDFXOutputIntentProfile (None)

  /PDFXOutputConditionIdentifier ()

  /PDFXOutputCondition ()

  /PDFXRegistryName ()

  /PDFXTrapped /False



  /CreateJDFFile false

  /Description <<

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

    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200036002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>

    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200036002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>

    /CZE <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>

    /DAN <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>

    /DEU <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>

    /ESP <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>

    /ETI <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>

    /FRA <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>

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

    /HUN <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>

    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 6.0 e versioni successive.)

    /JPN <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>

    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200036002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>

    /LTH <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>

    /LVI <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>

    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 6.0 en hoger.)

    /NOR <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>

    /POL <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>

    /PTB <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>

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

    /SKY <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>

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

    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200036002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>

    /SVE <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>

    /TUR <FEFF0130015f006c006500200069006c00670069006c0069002000620065006c00670065006c006500720069006e0020006700fc00760065006e0069006c0069007200200062006900e70069006d006400650020006700f6007200fc006e007400fc006c0065006e006d006500730069006e0065002000760065002000790061007a0064013100720131006c006d006100730131006e006100200075007900670075006e002000410064006f006200650020005000440046002000620065006c00670065006c0065007200690020006f006c0075015f007400750072006d0061006b0020006900e70069006e00200062007500200061007900610072006c0061007201310020006b0075006c006c0061006e0131006e002e0020004f006c0075015f0074007500720075006c0061006e002000500044004600200064006f007300790061006c0061007201310020004100630072006f006200610074002000760065002000410064006f00620065002000520065006100640065007200200036002e003000200076006500200073006f006e00720061006b00690020007300fc007200fc006d006c0065007200690079006c00650020006100e70131006c006100620069006c00690072002e>

    /UKR <FEFF04120438043A043E0440043804410442043E043204430439044204350020044604560020043F043004400430043C043504420440043800200434043B044F0020044104420432043E04400435043D043D044F00200434043E043A0443043C0435043D044204560432002000410064006F006200650020005000440046002C0020043F044004380437043D043004470435043D0438044500200434043B044F0020043D0430043404560439043D043E0433043E0020043F0435044004350433043B044F04340443002004560020043404400443043A0443002004340456043B043E04320438044500200434043E043A0443043C0435043D044204560432002E0020042104420432043E04400435043D04560020005000440046002D0434043E043A0443043C0435043D044204380020043C043E0436043D04300020043204560434043A04400438043204300442043800200437043000200434043E043F043E043C043E0433043E044E0020043F0440043E043304400430043C04380020004100630072006F00620061007400200456002000410064006F00620065002000520065006100640065007200200036002E00300020044204300020043F04560437043D04560448043804450020043204350440044104560439002E>

    /ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)

  >>

>> setdistillerparams

<<

  /HWResolution [2400 2400]

  /PageSize [612.000 792.000]

>> setpagedevice



